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Extreme IR Reader

(1) Extreme IR Reader V4.0 Info@ExtremeMBTool.com X

Read Key: 1 1 \‘ Data Aquisition:
—> GetDats
« I R
Key ID:| 18669B3A 3 Fm |
AT a ’ 1024
Status:|  14EC w:[ 75 | Countl| |
Security Check:
‘/ ‘,/
Distance:| OAOF73 | Life:| 42995 | g Check Password |

Password: | E6AB82DBOA72B6EH |
10 —» (w1 | [WD ][ 9F |12 —®HASH:| —uv— |

Select:

SN: 5D497C30 Found Key: 0 On Track: 0.

Done Read in 0.26 Seconds.

1. Key ID 2. Status

4. Distance 6. Get Data Button

7. EZS Hash 9. Check Password Button

10. Select 11. Read Data Button 12. HASH




A B

"> Extreme M8 Tool version 25 L=l | > Extreme MB Tool version 2.5 oo P
Sonder Hash calculation |SKC | ESL P ion | Password Calculation| | Sonder Hash ion| SKC | ESL Password ion | P: Calculation|
Load EZS 2. Select options 3. Calculate
This option can be used to calculate -101 Hash from the Challenge Hash obtained Dump
from the any FBS3 component Key output format

The calculated -101 Hash is then used the Renew the FBS3 component back to its

factory default settings. [1.011 [7.021 051

Service Hash 75D9DF325DEA4875 Load EZS Select keys

Calculate
Dump Allkeys

VM0 M1 @2 W3 ¥4 M5 W6 @7

Dealer Pass 05F9COATE4F8536E

- Extreme MB Tool version 2.5 o] |

| Sonder Hash ion | SKC | ESL Password ion| Password Calculation

" Extreme MB Tool version 2.5

| Sonder Hash calculation | SKC | ESL Password calculation | Password Calculation

This option can be used to calculate FBS3 password after data acquisition

This option can be used to calculate W204/207/212 ESL crypto password from
Key/EZS password. This is required when personalising W204/207/212 ESL direct
on bench via K-line.

Data Source (Exrome M5 Al Koys Lost -]
Extreme MB Tool

VVDI MB TOOL
Load data from file ~ MBE Engineering DDF9C5FE
Generic TBH/TBR

Information

EZS Password CC043DF6E941D279|

ESL Password 4C129F5A2236A026

A. Sonder Hash Calculation

C. ESL Password Calculation D. Password Calculation




Extreme EZS Reader

X Extreme EZS Reader V4.0

.1 2
Hash: S~ oed Block
HO:|| 6743AFBF227E6072

H1:| DF26813E2FE4540F

H2: SDOE3B2F332B5B68

H4:| 615B8D6DFS8F1F00

H5: 54B1FSAE61C4C95F

H6:| 803ED840A548F17E

H7:| 1D4CEB7E138AEFF1
EZS Options: #—— 7

|
|
|
H3:| 3158C255185120D8 I
|
|
|
l

Personalize EZS: [ Series® Spare O]
EZS ReNew ()  Check Password O

Personalize EZS

8/' 9

SN: 5D497C30

Load FBS3 Dump

> .

Info@ExtremeMBTool.com X
Security: «
SSID: 18669B3A
Sonder: | 3BBF7693482C115A
Password: | 0000000000000000
4 Serial Nr: | 3032575091806118
E Typell Ezs Read

-—
Ezs Status#—— § 6

Initialized TP Removed

Personalized Activated

Neutralzed Spare
Last Key: 0 Prev Key: X

W204/212 ESL/EMU: +— 10
Personalze: ESLO emu O
ReNew EMUO Esl Status O
DealerPass:

Done Read in 18.70s.

ESL option:
This option will personalize a "Not Activated" OEM

ESL or any after market Emulator that follows the
standard ESL Personalization protocol.

Requirements: The field "Password" and the field
"Dealer Pass" ** must be filled to use this function.

NOTE: EZS does not get renewed during this
function. Here we perform exactly the same
function as the dealers Blue Workshop key

** You can use our Extreme MB Tool Software to
calculate this Password efficiently

= Brreme Vs Tool verion 219322.1551 - x
[Sonder Hash calcuiation’ SKG  ESL Password calculation Password Calculation
This option can be used to calculate -101 Hash from the Challenge Hash obtained
from any FBS3 component

The calculated 101 Hash is then used to Renew the FBS3 component back to its
factory default settings.

Senice Hash 3BBF7693482C115A

Calculate.

Dealer Pass

9F1BBO03AF63C457

Setup About

) Extreme EZS Reader V4.0 Info@ExtremeMBTool.com X
Hash: Security:
Used Block
Ho: | 6743AFBF227E6072 | e 19669837
Sonder: | 3BBF7693482C115A
H1:| DF26813E2FE4540F |
|Password: | E6ABB2DBOA72B6EE
H2:[ SDOE3B2F33285B68 |
Serial Nr: | 3032575091806118
H3:[ 3158C25518512008 |
[ Typenn Ezs Read
H4:| 615BBDEDFSSFIFO0 |
Ezs Status
H5:| 54B1FSAE61C4COSF | Inttialized /] TP Removed
. Personalized Activated
H6: | 803EDB40AS48FI7E | e [
H7:| 1D4CEB7E13BAEFF1 | Last Key: 0 Prev Key: X
EZS Options: W204/212 ESUEMU:_
Personalize: ESL@®) EMuO
Personalize EZS: [ Series @ Spare O] ReNew EMU O Esl Status O
EZS ReNew O Check Password O |Dealerpass:| oF1BBO03AF63C457 |
Personalize EZS Load FBS3 Dump [ Personalize ESL ;
SN: 5D497C30 Done Read in 49.05.

X Extreme EZS Reader V4.0 Info@ExtremeMBTool.com X
Hash: Security:
Used Block
Ho: [ 6743AFBR227E6072 | ssp:|  1s66%83A |
Sonder: | 3BBF7693482C115A |
H1:| DF26813E2FE4540F |
Password: | E6ABS2DB0A72B6EE |
H2:| SDOE3B2F332B5B68 | _
Serial Nr: | 3032575091806118 |
H3:| 3158C25518512008 |
[ Typent Ezs Read
H4:| 615B8DGDFSSFLFO0 |
Ezs Status
Hs:| 54B1FSAE61C4COSF | Inttialized /] TP Removed
. Personalized Activated
He:| B03EDB40AS48FI7E | Neutralzed e
H7:| 1D4CEB7E138AEFF1 | LastKey: 0 PrevKey: X
EZS Options: W204/212 ESL/EMU:
Personalze: ESLO EMU®
Personalze EZS: [ Series® Spare O] ReNew EMU O Esl Status O
EZS ReNew(O  Check Password O | EsL pass:| BCC126739BASAS7C |
Personalize EZS Load FBS3 Dump ! Personalize EMU i
SN: 5D497C30 Done Read in 49.05s.

EMU option:
This option will personalize one of our Novel ESL

Emulators. This is the fastest option, as it only
requires the ESL Password.

Requirements: The field "ESL Pass" ** must be filled
to use this function.

NOTE: EZS does not get renewed during this
function. Here we use the EZS as a gateway to
transfer the ESL Password to our emulator.

** You can use our Extreme MB Tool Software to
calculate this Password efficiently

= Btreme M8 Tool version 201832213 - X

Sonder Hash calculation SKC [ESL Password calcuiation Password Calculation

This option can be used to calculate W204/207/212 ESL crypto password from
Key/EZS password. This is required when personalising W204/207/212 ESL direct
on bench via K-line

E6AB82DB0A72B6EE

EZS Password

Calculate

4 ESL Password

BBCC126739BASA57C

Setup About




5. EZS Status

7. EZS Options

8. Personalize EZS Button

9. Load FBS3 Dump
10. W204/212 ESL/EMU

11. Doit

2. Used or Block positions

6. Ezs Read Button

3. Security




Extreme BE Key Programmer

X Extreme BE Key programmer v4.0 Info@ExtremeMBTool.com X
Read Key: #—— 1 Key Dump: #— 2

Read
Key ID:| 1CACA912 password: | ——— |

N = N I i

Security: +—— 4
D'stance' 2F1F70 Life:| 196592
Password: | 8AE424856A07825C

i HASH: | D326E07F1BF6E324
C3isMhz | 433mhz |GetFreq -

Extreme SN: 5D497C30  Reading Security Done. Security Read in 0.43 Seconds.

1. Read Key: 2. Key Dump

4. Security




Extreme EZS Password reader

(A Extreme Ezs Password v2,0

(4 Extreme Ezs Password v2.'0

Security: l

2 SSID: 18ACA912
3 m’ 39185519BADAG411

m 8AE424856A07825C

‘=]

GO ]

Info@ExtremeMBTool.com

L

J

L

Security: l

2 _ SSID: F8DB7075

4 mb 8FOCBEDB46A36480
m‘ SEAE34D5682D2F6B
5§ —p GO

Info@ExtremeMBTool.com

Extreme SN: 5D497C39 Done Read in 47.18s

Extreme SN: 5D497C39 Done Read in 2096s

3. Password

4. Enc. Pass

2. Sonder

5. Go Button




Extreme RIl Keys Lost

& Extreme M8 All Keys Lostv20,  Info@ExtremeMETool cop
L S
V] AKL SSID: 18669B3A Cnt: 1024 |Wi66 | v
Ezs Pass:
All Keys Lost
Encr. Hash:
= | =
Extreme SN: 5D497C39 §

3. Counter 4. Drop down Menu

5. All Keys Lost Button




Extreme All Keys Lost

(L Extreme MB All Keys Lost v2.0 Info@ExtremeMBTool.com

EZS Data:
s IAKL  sSD:  ——  Cnt: 1024 |W166 M
h# 591A2222F4362582

Check Password
Erase Hash:
= | =
Extreme SN: 5D497C39 7

(L Extreme MB All Keys Lost v2.0 Info@ExtremeMBTool.com

EZS Data:
[T] AKL SSID: ———  Cnt: 1024 |(Wi166 v

s EzsPass: 591A2222F43625B2

\ash‘ ReNew EZS

Erase Hash®™ E162C1BDC4760F7C

4

= | =

Extreme SN: 5D497C39 9

6. Ezs Pass: 7. Check Password Button

8. Erase Hash 9. ReNew EZS Button




Complete Key programming procedure when working key is available

@ Extreme IR Reader ver, 1.05

Read Key: Data Aquisttion:
'T\ Get Data
Key ID:| 18669B3A

Detance:|_18036C | Lre:[ 58796 |

Count: 1024

Securtty Check:
Check Password

asswors [ 36DC73B08BAOFE |

0t * HASH:

Select:

Extreme SN: 5D406269  Found Key: 0 On Track 0. Done Read in 0.26 Seconds.

The first thing you will need to use is our software that
reads data from the working key - "Extreme IR Reader"
Open this software and press the "Read” button on user
interface.

Read Key: Data Aquisiion:

EzsHash: [ — ]

Count:

Security Check:

Key 10: 18669838 |

Select:

Password: | 36DC675B08BADFF3

1 HASH:

Extreme SN: SD406269 _ EZSID : 1866983A

Extreme IR Reader Tool

]\ Remove IR KEY Tool from EZS/Programmer Then Press OK 1!

The procedure is very simple. Just follow the steps and
execute exactly the explanations that software shows you

@ Bdreme IR Reader ver. 1.05

Read Key: Data Aquisiion:

Key I: 18669834 €25 Hash: | ]

Count: 1006

Security Check:

Status:|  14EC

Distance: [ 18035A eck Pa
Password: | 36DC675B08BADFF3
Select:

[
Extreme SN: 5D406269 _ KEY: ResPonse.

Above screenshot shows the process of reading data from
the working key. You will notice the value displayed inside
the "Count” field decrementing as we continue to read data
from the working Key.

Read Key: Data Aquisition:

Key ID:| 1866983A
status:[_14EC w75 ]

Dstance:| 18036¢ | Lres| 98796 |

Get Data

25 Hash:
Count: 1024

Security Check:
Password: [ 360C6758088ADFF3 |
Select:

il o]

Extreme IR Reader Tool

Connect IR KEY Tool to Programmer,
Press OKThen Insert IR Key Tool In EZ5

=

You must have IR Key Tool also connected to the IR
Programmer. The software will ask you to insert IR Key
Tool into the EZS, here we make a preliminary check to
ensure the Key is a match with the EZS. If all is ok, we move
onto reading the data from the working Key.

Read Key: Data Aquisiion:
Get Data

Key m: [ eceoaa | .
T
Security Check:

Distance: [ 18036C | Lfe:[ 98796 eck Password
l Password: | 36DC675B08BADFF3
Select:

0 * wast [ —— ]

Extreme SN: 5D406269 _ KEV: Ack.

Extreme IR Reader Tool

I

Just follow all steps

%) Bxtreme IR Reader ver. 105

Read Key: Data Aquisition:
Get Data

e 4 Biveme ¢ Key ID:[ 18669B3A S I ——
- progra
; 540
75 Count: ]

Status:|  14EC AW
Securtty Check:

Distance:| 180008 Lfe:| 98312

Password: | 36DC675B0BBADFF3 |

Select:

[Extreme SN: 50406269 KEY: Busy!

We recommend not to interfere with the IR Programmer
Hardware or the Software while reading data from the
working Key, please allow process to finish uninterrupted.
When working with BGA Keys the Reading of the data
from working key requires ~ 3 minutes. NEC keys can
require ~ 8 minutes to get data.

10



@ Bdreme IR Reader ver. 1.05

Read Key:

Key :[ 1856583

Status:|  14EC A 75
Distance:| 171870 Life:

Select:

M| (VD] [

Data Aquisiion:

€25 Hash: |

cone[ 5 ]

Securtty Check:

Password: | 36DC675B08BADFF3

HASH:

Extreme SN: 5D406269  KEV: Ack.

Final phase of reading the data

Read Key:
Extreme 4. Extreme BE Key ID:| 18669B3A
: K e (tosoosh |
Status: 14EC Fw: 75
v s

ML

Distance:| 171868 |

Select:

Extreme SN: SD406260 _ Please Wait Il

Data Aquisiion:

€25 tash:
counts o

Securtty Check:

Password: | 36DC675B08BADFF3
HASH: [ ———

Got Hashs in 195.72 Seconds.

Extreme IR Reader Tool

Remove Working Key from £25 ¢

o]

Follow the next step

Read Key:

Key ID:[_1866983A
Status:| 14EC [ 75
Distance:| 171868 Lfe:[ 97771

Select:
il Vo] [

Extreme SN: 5D406269  EZS: Hash.

Data Aquisition:

EZS Hash:|_979A2218C5891406
Count: []

Security Check:
Check Pass

Password: [ 360C675808BADFF3
st

Got Hashs in 195.72 Seconds.

Extreme IR Reader Tool

Completing the data reading from working Key procedure

%) Btreme IR Reader ver. 105

Read Key: Data Aquisiion:
Get Data

Key ;| 1866983A £75 Hash: | ]

= coms[ 0]

Security Check:

Status:[ 14EC AW

Distance:[ 171868 |  Lfe:[ 97771 Chieckh o)
Password: | 36DC675B08BADFF3
* HASH:

Select:

Extreme SN: 5D406269  Please Wait 1! Got Hashs in 195.72 Seconds.

Remove the working key from the programmer and place it
inside EZS for 30 seconds

Follow the next step

Read Key: Data Aquisiion:

= Get Data

Key ;[ s6s583A |

status:[14EC w75 ]

Select:

25 Hash: | 979A2218C5891406 |

e[ 0]

Security Check:

Password: | 36DC675B08BADFF3

Extreme SN: 5D406269  EZS: Hash. Got Hashs in 195.72 Seconds.

Extreme IR Reader Tool

+ > ThisPC > Local Disk (C:) > W204 v O | Search w204 »
Newflder )

A Neme

3 30 Objects Noitems
9 Desktop

L. LocelDisk (€3
= Data (\ROUTER

il name: | TEEEEEAIE
Swvesztype: Binary Files (\EME) E

The Final step of reading the data from a working key will
create a file containing the data needed to calculate the
Keys Password. The default file name consists of the SSID
of the Key and it will be saved with the extension .emb

11



2 Btreme M8 Tool version 2.4
Sonder Hash calculation SKC ~ESL Password calculation Password Calculation

This option can be used to calculate FBS3 password after data acquisition

4. Etreme BE
Ke a

Data Source Extreme MB Tool b

EZS Password

Load data from fie

Information Calculate

The next step is to search for the password from the
created file. You have to use our ‘Extreme MB Tool
software, Choose from the Tab at the top of user interface
— "Password Calculation” and from Data Source menu you
need to choose "Extreme MB tool

Sonder Hash calculation SKC  ESL Password calculation Password Calculation

This option can be used to calculate FBS3 password after data acquisition

Ereme 4, Extreme BE
Key Progra.

Waiting for resut,

00:02

sToP

The password counting time is about 3 minutes

Sonder Hash calculation SKC ESL Password calculation Password Calculation

This option can be used to calculate FBS3 password after data acquisition.

Waiting for result

02:44

H

Querying server

Sonder Hash

= Open x
r 3 oo @
This optiol Lookin: [ ] W04 Y] @2 m
Name - Date modified Type
#} 1856983A.EMB 326/720181229AM  EMBFile
Quick access
1. Exreme R Breme 4, Btreme BE
e i Key Progra 2
DataSouq
Libraries
[
ThisPC
@ . >
Network
e e TEBSSEIAEMD 7]
Fescitpe: | Bareme MB dsafie v Conce
Setup About

Load the file and press "Calculate”

Sonder Hash calculation SKC ~ ESL Password calculation Password Calculation

This option can be used to calculate FBS3 password after data acquisition

Key Progra

o1:01

sToP

Querying server

You must have an Internet connection

Sonder Hash calculation SKC ESL Password calculation Password Calculation

This option can be used to calculate FBS3 password after data acquisition

Data Source

Password Found! assword
Lezdlaziii | /AB82DBOA72B6EE
| =
Information — Calculate
Setup About

The password was calculated successfully

12



2 Btreme MB Tool version 24
Sonder Hash calculation SKC  ESL Password calculation Password Calculation

This option can be used to calculate FBS3 password after data acquisition.

Data Source Extreme MB Tool v

EZS Password

1

Load data from file

Information Caleul

Right to left Reading order
Show Unicode control characters
Insert Unicode control character

Copy the password to the clipboard

Securty:
ssD: —

Sonder:
Password: [ EGAB82DBOA72B6EE

O Typen

Used Block

Bxtreme IR Reader Tool

Connect IR KEY Tool to Programmer,
Press OK.Then Insert IR Key Tool In £25 11!

Press "EZS Read” button and follow the steps outlined in
the software

> Btreme M8 Tool version 2.4

Sonder Hash calculation SKC  ESL Password calculation Password Calculation

Load EZS 2. Select options 3. Calculate
Dump
Key output format
001 0021 @.051
Select keys
Losd 28 Calculate
Dump Allkeys

M0 M1 842 ¥3 M4 E5 M6 B7

Setup About

Open Extreme MB Tool software and select SKC from
the Tab at the top of user interface. Then choose which
keys you would like calculated, or by default the software
will choose "All Keys™ for you. Also by default we select
the "Key Output Format” to be "051"

We do this because this is the most popular format, and
this is the format we use when working with BE Keys.

e
e —
[ ioooooo}

Used Block

password: .
OTypen E Cut
Copy.
Exs Status T
5 ¥ Delete
leut
Last Key: X

Select Al
Right to left Rea

Show Unicor

Insert Unicode control character >
Open ME

Reconversion

The next step is to read the EZS data via the infrared port
on EZS. This will be done using our ‘Extreme EZS
Reader” software. Before you start reading, you must
paste the calculated Password from clipboard into the
Password field of the Extreme EZS Reader user
interface.

st o SECUY
o: [ o7on2218CsB91406 | g N o N |
i T sonder: [ arareDaBAsariseD
| Pasmuort: | EoABO2080A7 266E€
vz [seczssiasiaoos |
s [ DFEr22mRes729279
s arazsercarseonen
s
® smes

18669834

Otyper 25 R

28 Staus

Extreme EZS Reader software will create a dump that is
ready to be used with SKC to generate the key files. EZS
file will be saved with the extension .ezs

> ThisPC > Local Disk (CY) > W204

Newfolder

TeBEE3AEME
 WaDitin
5 Thizpc
B 30 Objects
9 Desktop
% Documents
i s——
B Music
=) pictures
B Videos

L. Local Disk (C)

File name: [W204bin

<] (Amoseeaezs ) B

Cancel

-

Nouw press the button "Load EZS Dump” and select the .ezs
file that you read earlier from the EZS via the infrared port
using our Extreme EZS Reader software.

13



Load EZS 2. Select options
Dump
KeY O g cuse Fo Folder
oo
Load EZS Select i beskiop
Dump anl [ @ onevive

2 Exreme MBtool
= ThispC
 Libraries

= Network

+4 Homegroup

53 Control Panel

@ RecycieBin
Loaded File: C:A\W2041W204 bi

Make New Folder

Setup

Losded File: CAW204\W204 b

Sonder Hash calculation SKC  ESL Password calculation Password Calculation

3. Calculate

Calculate

About

Select the folder where you want the keys files to be

automatically saved

MB Tool

With "Extreme BE Key programmer” software you can
very easily write any of the generated Key files to a BE
Key via infrared. You can also make a "BE" key — renew

(21DF Status)

Read Key:

Key ID:| 1D669B3A
=
Distance: 2FIF7A Life:| 196602

Select:

Extreme SN: 5D406269 _ Found Key: 5 On Track: 0.
Bxreme IR Reader Tool

Key Dump:

password: [ ——— |

Security:

Password: R
HASH: —

Done Read in 0.16 Seconds.

%) Extreme BE Key programmer v1.05
Read Key:

ey 0: [ 1ros083A |
st 1eEc | ewi[ B
ostance: [ 2AFA | e 196602

Select:

No

Key Dump:

Password: | E6ABS2DBOA72B6EE
Inttal Hash: [ F7E7403AFB48CBDO |
Seaurty:

Password: | EGABB2DBOA72B6EE
HasH ——— ]

Extreme SN: 50406269 Key: EEprom Block Write OK.

Writing Key file data into the BE key

= | cawaos

Home | share  View
, T2, New item ~ ,  select il
=l X V|
7 Easy access ~ E Select none
Pinto Quick Copy  Delete Re New Propertie .
7 5 e S @ ristoy @ iver setection
Cipbosra organize New open select

A [ > ThisPC > LocalDisk (C) » W204

O Name iz
# Quick access
| 1865983AEMB ke
4 OneDrive [] key0_18669834_used 051 bin 1K
1 i pe ] key1_19669834A_used 051 bin K8
| key2_1A663B34 051.bin 1K
3 30 Objects
| key3_1B66983A _used_051.bin 1K
1B Desitop [ 7] key4_1C669B3A_used_051.bin 1K8
5] Documents ] key5_1D669B3A_used_051.bin 1KB
& Downloads | key6_1E669B3A_used_051.bin 1KB
B Music | key7_1F669834_used 051 bin K8
& Pictures (] W204.bin T
B Videos

. Local Disk (C)

After a few seconds the key files are ready. Keys will also be
labeled "Used” if the key position has already been used
sometime previously

Key0_ 18669834 used. 051 bin
ey 1_19865E34 _used 051 bin
key2_1AB63B34 051 bin
key?_1BEB9E34 used 05

= Data (\ROUTER

File name: [key7_1FB6383A _used 051.bin

To write a Key file to a BE Key we need to press the
‘Write” Button on Extreme BE Key Programmer
software. Then select the Key file that corresponds
with the key position that you wish to use.

Read Key: Key Dump:

ey : 6083 Pasword: EGABS20B0AT286EE

| Hash: A
e Intal Hash: | F7E7403AFB48CBD0

Foc[ o |
Disance: [ 2FIFPC_ | Les| 196604

Select:

Seaurty:

Password: [ E6AB82DBOA72B6EE
HASH:

Extreme SN: SD406269 _ KEY: Status Data
ME BGA Key Tool

Successful writing of the Key file data into BE key
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Read Key: Key Dump:

Key ID:[1F669B3A Password: | E6ABS2DBOA72B6EE

Intal Hash: | F7E7403AFB4BCED0
Status:[__04FC [ BE =1

Distance: [ 2FIF7C Le: [ 196604

Select:

Securty:

Password: | EGABB2DBOA72B6EE
R HASH:

Extreme SN: 5D406269 Do, EEprom Write in 2.44 Seconds.

After successful data programming in the key, you have
an option to activate the BE Key. This option is here
because some older EZS such as HC705 types do not
always activate BE keys after successful authentication.
When working with these older EZS it is good practice
to use this function within software to activate BE key
after writing

Read Key: Key Dump:

Key ID:|_1F669B3A Password: | E6ABB2DBOA72B6EE

Inttial Hash: | F7E7403AFB48CED0
status:[_14EC Fw:[ BE

Securtty:

Distance: [ 2F1F78 | Lfe:[ 196603 |
Password: [ ———
ReNe HasH: [ ————

Select:

If you wish to read the Key again after Programming it,
just use the "Read” button and you will see all the info
relating to the BE Key displayed, including the Keys SSID,
it can be clearly seen here as the same SSID as the Key 7
file we programmed into it earlier. Also the Extreme BE
Key Programmer Software gives you the option to read
the full Key Dump from the BE Key. This can be seen on
the screenshot above. It can be useful should you wish to
verify that the key dump you have written to the BE Key
is the same as the one you had intended to write.

@ Extreme BE Key programmer v1.05

Read Key: Key Dump:
= Write

Key ID:| 1F669B3A Password: | EGABS2DBOA72B6EE

Inital Hash: | F7E7403AFB48CBD0
Status:|  14EC Fw:[  BE =
— searty:

Distance: | 2F1F78 Life: [ 196603 Set

Password: | EGABS2DBOAT2B6EE
Select: —_—
RelNew HASH: | ASCCD2BD3EAEDGER

Extreme SN: 5D406269  KEV: Status Data Key Activated in 3.55 Sec.

If you decide to use the “Activate Key” function within
Software then after successful Key activation you will see a
message bottom right on User interface displaying "Key
Activated”

%) Btreme Ezs Reader v1.05
M edmoc ST
HO: [ 979A2218C5B91406 SSID: 18669834

5 e | Sonder: [_BFEFBDBB492F186D |
H2: | SDOE3B2F33285868 | Password:| 0000000000000000
13: [_3158C25518512008 | O Typen Ezs Read

Ha: [ DFE722AA83729279

Hs: [ 4F223EFCAISES36B |

He: [ 62714351A6992CE2 |

H7: [ 0DA9EC28C8607DE3

Extreme SN: 5D406269 Done Read in 27.53s.

After using the programmed Key 7 on the EZS you can
read again the EZS with "Extreme EZS Reader” and you will
see that the software will display Key Position 7 now as
being a "Used” Position. And also, you will notice that now
the software displays that Key 7 was the last key used on
this EZS.

NOTE: When working with cars with 7G transmission, it can happen that 7G transmission requires a little extra time to
sync with the other FBS3 components on the vehicle. You will know that this has happened if you can start the car ok,
but the car will not select any gear. UJhen this happens, all that is required is to start the car and allow it to idle for few
minutes. This will allow the MCU inside the 7G control unit to "Catch up" with the other control units

Web: www.simplediag.ru

E-mail: iInfo@extremembtool.com
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